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1. The NDIS Worker Screening Database (NWSD) is a national database which stores NDIS Worker Screening Check information about workers who deliver NDIS supports and services.  
2. To gain access to the NWSD, the representative of an unregistered provider must make an application (refer to Quick Reference Guide – Unregistered Providers – Request access to the NWSD). The person nominated as the ‘Primary contact’ on the application will become the default ‘Authorised Access Delegate’.
3. The Authorised Access Delegate will be able to add, remove and vary the access of other members of the organisation (employees) to the NWSD.
4. This quick reference guide provides information about how to update access to the NWSD and set NWSD email preferences.
For further information please refer to the NDIS Quality and Safeguards Commission website - https://www.ndiscommission.gov.au/providers/unregistered-providers.  Alternatively, contact the NDIS Quality and Safeguards Commission on 1800 035 544 or by email at nwsd@ndiscommission.gov.au.
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Managing access to the NWSD
5. There are two ways in which an unregistered provider can manage access to the NWSD for their employees:
1. the ‘Authorised Access Delegate’ can add, remove and change the type of access employees of an organisation have; or
2. an employee may request access or a change to the type of access they have, which the ‘Authorised Access Delegate’ will then consider and approve or reject. 
Both methods are described below.
[bookmark: _Toc57210238]Manage access as the Authorised Access Delegate
[bookmark: _Toc57210239]Update the access of an existing employee
6. Log into PRODA and select the appropriate ‘Provider name’ and choose the ‘Authorised Access Delegate’ role. 
Tip 1 – You must apply for access to the NWSD and register for a PRODA account before you can log in. Refer to Quick Reference Guide – Unregistered Provider – Request access to the NWSD for more information.  
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7. Select ‘User access list’ from the side menu and ‘Select’ the employee you want to update the access for.
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8. To add additional access for the employee, in the ‘Required user role(s)’ section select all the user roles you want the employee to have and click ‘Save’.
Tip 2 – Unregistered providers should only select ‘Worker Screening for organisations’ and/or ‘Authorised Access Delegate’. The ‘Worker Screening for NDIS Participants’ option is for the use of self-managed participants and their representatives.
9. To remove access, in the ‘Required user roles(s)’ section select the user roles you want to removed and select ‘Revoke access’.
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[bookmark: _Toc57210240]Create access of a new employee
10. To give a new employee access to the NWSD, log into PRODA, select the appropriate ‘Provider name’ and choose the ‘Authorised Access Delegate’ role. 
11. Select ‘New user request’.
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12. Read the information presented and if you are ready to continue select the ‘I’m ready to request access’ button.
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13. Enter the required information and in the ‘Required user role(s) section’ select:
13.1.  ‘Worker Screening for organisations’ which will provide you with access to the NWSD to verify workers and check the status of a worker’s NDIS Worker Screening Check; and/or
13.2. ‘Authorised Access Delegate’ which enables you to manage who in your organisation has access to the NWSD e.g. approving or rejecting requests for NWSD access.
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14. If you are an employee seeking access to the NWSD, log into PRODA and select the ‘Request / update my access’ button.
Tip 3 – You must register for a PRODA account before you can log in. If you are having trouble registering for PRODA contact the PRODA Helpdesk on 1800 700 199.
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15. Read the information presented and if you are ready to continue select the ‘I’m ready to request access’ button.
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16. Enter the required information and in the ‘Required user role(s) section’ select:
16.1.  ‘Worker Screening for organisations’ which will provide you with access to the NWSD to verify workers and check the status of a worker’s NDIS Worker Screening Check; and/or
16.2. ‘Authorised Access Delegate’ which enables you to manage who in your organisation has access to the NWSD e.g. approving or rejecting requests for NWSD access.
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17. In the ‘Request access to which account’ section select ‘Unregistered organisation in the disability sector who is registered for Worker Screening’ if you are the employee of an unregistered provider. Then select ‘Next’.
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18. On ‘The organisation that you work for’ page, enter in the details of the unregistered provider that you work for.
Tip 4 – The ‘Authorised Access Delegate’ of this organisation will be the person who considers your request for access to the NWSD.
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19. Your request will be submitted to the current ‘Authorised Access Delegate’ for consideration. You will receive an email once your request has been approved or rejected.
[bookmark: _Toc57210242]Approve or reject a request for access (as the Authorised Access Delegate)
20. When an employee submits a request for access to the NWSD, the ‘Authorised Access Delegate’ will receive an email. Click the link in the email to view the access request.
21. Log into PRODA and select the appropriate ‘Provider name’ and ‘Authorised Access Delegate’ as the ‘Role’. Select ‘Continue’.
[image: ]Navigate to the ‘Access requests list’ and select ‘View’ next for the application you want to assess.
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22. Review the ‘Required user role(s)’ that the applicant has selected and ensure the appropriate checkbox is ticked. 
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23. [bookmark: _Toc57210243]Select ‘Reject’ or ‘Approve’. The applicant will receive an email advising them of the outcome. 


[bookmark: _GoBack]Managing email preferences
24. Log into PRODA and select ‘Worker Screening for Organisations’ to access the NWSD. 
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25. Select ‘Email preferences’ to manage who will receive emails, and what types of emails each person will receive, from the NDIS Quality and Safeguards Commission on behalf of your organisation. 
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26. A list of category descriptions will display at the top of the screen. This describes the different categories of emails that will be received. For each email contact a category from the list must be selected e.g. these are the types of emails they will receive.
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27. To add an email contact to the list, select ‘Add’, enter their details and choose the category of emails they will receive. If they require multiple categories, they will need to be added multiple times.
[image: ]
28. To remove an email contact, select ‘Action’ and ‘Remove’. 
29. To update the details of an email contact e.g. change their email category, select ‘Action’ and ‘Update’. 
[image: ]

	NDIS Quality and Safeguards Commission	1


	NDIS Quality and Safeguards Commission	10
image2.png
User access list

S
e - — -
-

Mol phne: Worker Screening for NDIS Participants, Authorised Access Delegate




image3.png
View employee details

Employee's details
First name. Last name.

Email address Work phone:

Participant's details

Participant First Name Participant Last Name

Access status

Access Status - Active Stableld:

3. Required user role(s) »

Mobile phone

Participant WS ID:

Choaze st sast on user ole from the options below.

O Worker Screening for NDIS Participants.
Responsible for managing the participants workers.

Worker Screening for organisations
Responsible for managing the organisation's workers

Authorised Access Delegate:

Responsible for approving system access requests. Can also reques: system access on behalf of

Staff within the arganisation.




image4.png
Access requests list

O m

Sl s
Remestinasins Feoame N et s

Pending





image5.png
Portal details access request

Before you begin

“The mployee s have a Provider Digital Access (PRODA) account o access the NDIS Worker Screening Database -ETEDL.
Provider Digital Access (PRODA) i onlin authenicaion 5yam usec o Sacurely 3z govermmen: onling services. Using a i Step vrificaton pracess, the mplayes vill oy nsed 3 username and passard (0 3ccess

muliple online service incuing the NDIS Worker Scraening Database -ETEOA

Determine which user role() s suitable for the employee:

‘Worker Screering for NDIS Paricipanes.
Responsible for managing the particisant’s workers.

Worker Screerin for organisations
Responsiti for managing the organisaion's workers.

Authorsed Access Delegate
Responsioie for approving system access requests. Can alsorequest
=yacem sccess o sl of saff i ehe rganitin.

Portal access: How does it work?

Clcktre P ready torequest acoess ution st 2 botzam of s page.

P

rmployes i suthorised t undertake the slecte role )

Enar the employee's detis, the rol() Ehey need Sccess 0 30 your ScknoWedEEant i the spaces proidic
(Once you have subited th request or access.an emai(cotaining 3 k) il e sent  the emplcyee to compla the proces.(n s0me case, the Department of Sodal Sarvices My parfor secondary Checks o ansure e

ke sure the smploye st thepre-requiits for acassing 0 NDIS Wiorker Scresning Databse - ETEQA (sbove) i awre of ther user scces resparsibiices

5. When the employes complees the access request process they an use their PRODA account  access the NDIS Worke Scraening Database -ETEOA

User access responsibilities

Security awareness

The NDIS Worker Scrasning Datassse - STEDA i an Ausralsn Goverment computsr syatem managed by the
Dparcmen: of Social Sevices.

Data contained within the NDIS Worker Screening Database - TEOA s subjectt the Privacy Act 1983 (Act). Any.
unsushorise use r ciscisure of cata cantainad inthe NDIS Worker Scrsening Datatase - ETE04 may be 2 brscn
ofteAct

Ies 2 crimina offence for unauthrised persons or devices o connect o s system. Usage of this system s
moniored. Bidence of suspacted misuse may be used in 2 court of law. By Submting i form, you are
rapresanting yoursef s an autharised ueer of the NDIS Werker Screning Databse - ETEOS

Vouare aiso agresing

+ only access daa elaing cirecty o your orgarisadon's reporsioilies
+ only access datanecessary o perform approved actitesrelating o your organisations responsiiies.

Vou are achisad that ghing flssor miseading nformatian = & serous ofence.

The NDIS Quiy and Safeguard Commission may revoke NDIS Worker Scraening Database - ETEQA access rights
for anyone uho i o comply wih these recuirements

(Once the NDIS Qualit and Safegusrd Commision receives information from you vis il or any ohar mesrs,
the informatonis i asacure environment Your parsonalinformation wil ot bereleased uniess thelaw permits
icor your permisionis granted.

‘You nesd o be aware o inherent risks associated withthe transmission of nformation via el and
otherwize over the Intermet.

1Fyou Rave concerns i i regard e NDIS Qualfy and Ssfeguard Commission hss eher wiays of btaining
provicing nformation nciucing mail talephone and Fieint For advice Bbout how to use FkPoint, pease.
Contact the NDIS Qualy 2nd Safeguard Commisson Help Desc

Disclaimer

T Commoruesith sccspts no responsisiey for he sccurasy orcompltens of any material contained on this
documan.

Aditionally, the Commonweatih discaims al a5l to any person inrespect f anhing.and ofthe
consequences of anyhing cone or miied o be done by a1 such persan i relianc,wether whally or paraly,

Upon any nformation presented on this Gocument.




image6.png
2. Required user role(s) «

Chosze st sast on user ole from the options below.

) Worker Screening for NDIS Participants Authorised Access Delegate
Responsible for managing the participant's workers. Responsible for approving system access requests. Can also request system access on benalf of

Staff within the arganisation.

Worker Screening for organisations.
Responsible for managing the organisation's workers.





image7.png
Portal entry point

My portal access

Use this service if you are:

+ Anew user who needs access to the portal, or
+ An existing user who needs to:
- modify their portal access, or

- update your contact details such as your email address.

Request / update my access




image8.png
Important Information

Access request: How does it work?

1. Read the nformation beow and b aware ofyour usar access resporsibiities.
2 Clcktre P ready to request acoess utzon st s betzam of i page.
5. Entar the relevant informaion n e spaces Arovize.
2 Winen your accass i approved you can use your PRODA sccourt ta access the NDIS Wrkar Sresring Dstabase - TEDL
User access responsibilities Security awareness
By submiting s form and being approved,you and the ke contacs entfied il e anted access tothe NDIS  Once the NDIS Quality and Safeguard Commission raceives information from you via emil o any other mesns,
Worker Sreaning Databiass - ETE04 (Databaze), The Dataese i an Ausialan Govermmant computar y5cem tne informatonis i 2 sacure environment Your parsonalinformation wil ot bereleased uniessthe law permits
ansgad by the Deparcmentof Socisl Senices. icor your permisionis granted.
Dats contained within the Database s sutfectto tha rivacy Act 1983 (). Any unautnorised Use or iscosure of | You eed to be aware of inherent risks associated with the ransrission ofinformation via email and
data contained nthe Database may be a reach of the Act. otherwize over the Intermet.
s 3 crimina offence for unauthorised persons o devices 2 connect o s ystem. Usage oftis system s 1Fyou Rave concerns i i regard e NDIS Qualfy an Ssfeguard Commission hss eher wiays of btaining nct
monitored. Evdence of suspected misuse may be used n  cour of law. B sumitting s form, you are provicing informstion nciuing il teleshane and lecronic e ransfe.
rapresenting yoursef a5 an authorised user of tha Dacabase.
Vou are aiso agresing Disclaimer

* only sccess data relating cirecty to your responsitiliies 2 efther: ‘The Commanwsith accepts no responsibiliy for the accuracy or completeness of any material contained onthis.
- anNDIS Paricpanc or their represencativ: or dorumant.

- the authorised representaiveyour organisation Aditonally the Commonweatih discaims al a5l to any person inrespect f anhing and ofthe

- onlyaccess data ncessary o parform approved actvices relsting tothese responsibiles. Consaguences of anyehing cone or omita o ba don by 1 2uch peraan i reliance, wiether whally o paraly,
Vou e achised that ing flss or misieading informtion i 2 serous affence. Upon any nformation presented on this document.

The NDIS Quale and Safeguard Commission may revoke NDIS Werker crasning Database - ETEQA access rights
foranyens who ais to compy wih these recuirements

consel




image9.png
3. Request access to which account? «
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Below is a list of the categories a recipient can be added to.
If a recipient needs to receive emails for multiple categories, then add the recipient to each category.

Category Description
Default recipient(s) Essential email notifications will be sent to the Default recipient(s) if a recipient isn't listed for a

category. At least one email must be listed as a Default recipient(s).

Provider registration Recipients will be sent email notifications relating to the provider's registration.

Worker screening Recipients will be sent email notifications related to Worker Screening. This includes verification
requests, updates about status changes for linked workers, and when a worker's check is due to
expire

List of recipients

Filter: | 01. Active recipients

Apply Filtej

Q Search recipients Add

Email address Recipient name Category Status.
’ admin@dss.gov.au Admin mailbox Worker screening Active
’ fadt.testing@dss.fms.gov.au GARRY JAMES Default recipient(s) Active
’ chanel.roistacher@dss.gov.au Chanel Roistacher Default recipient(s) Active

Select Format, Press Export, and Save Download

Format: | Comma Separated Values (CSV) EH Export ‘
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